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Microsoft Purview 
Information Protection 
Better protect your sensitive information—
anytime, anywhere.

How NC Protect integrates with Microsoft Purview Information Protection 
to add fine-grained ABAC controls and multi-label support

Learn More

NC Protect from archTIS leverages key Microsoft Purview Information Protection capabilities to provide fine-grained, data-centric 
security for secure collaboration in applications in Microsoft 365 and GCC High environments, including SharePoint, Exchange and
Office. By integrating Information Protection sensitivity labels with NC Protect’s dynamic attribute-based policies, customers will gain 
enhanced protection and control over access, usage, and sharing of sensitive information.

Microsoft Purview Information Protection helps customers protect their 
sensitive data – wherever it lives or travels. Information Protection 
enables you to discover, classify and label, and protect sensitive 
information across a variety of locations including apps, devices, cloud 
services and on-premises repositories. You can customize your 
classification and labeling taxonomy to meet your specific needs and 
apply a range of protection actions to your data based on its sensitivity –
such as encryption, access restrictions, or visual markings. Information 
Protection helps you meet your internal data security goals and external 
compliance requirements.

• Augment sensitivity labels with ABAC policies. Add multi-labels and create unlimited 
additional security labels that can be used with Purview Information Protection 
sensitivity labels to meet complex categorization needs.

• Secure Office, CAD, PDF, text files, images and more to ensure all your content is 
protected using the same policies.

• Gain unique, dynamic protection features, including user-specific watermarks, 
CUI visual markings, a secure web-based file viewer, and the ability to hide sensitive 
files from unauthorized users.

https://aka.ms/MISAproducts

Customer Benefits

Learn More

archTIS │ NC Protect

Request a personalized demo

info@archtis.com 

Get a Demo

Contact

The Microsoft Intelligent Security Association (MISA) is an ecosystem of 
independent software vendors and managed security service providers that have 
integrated their security solutions with Microsoft to better defend against a world 
of increasingly sophisticated, fast-moving threats. aka.ms/MISA
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